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Abstract of the contribution:
This contribution proposes a solution for SaMOG that combines aspects of solution1, 5 and 6.
Introduction
This contribution combines control plane parts from solution 1, 5 and 6 to derive the control protocol for SaMOG. For the user plane, we propose to use either VLAN or Virtual MAC address as proposed in Solution5 and 6.
The main concepts are the following:
1) The capability between the UE and the network is negotiated during EAP-AKA’ procedure.

2) A p2p link between the UE and the TWAG for each PDN connections and NSWO connection is used.

We propose a control plane protocol for mobility management, i.e., WLAN control Signaling (WCS). There are 3 alternatives for transporting WCS between UE and TWAG.

1) MAC based 

2) VLAN based

3) L3 based

We propose 2 alternatives for user plane

1) Virtual MAC address

2) VLAN

The alternatives for both control plane and user plane that are selected finally is FFS. 

Proposal

It is proposed to update TR 23.852 (SaMOG) as shown below:

****** 1st Change ******
8.2.x
Solution x: WCS Solution
8.2.x.1 Functional Description

Editor's Notes: It should be described whether and how the solution fulfils the requirements in subclause 8.1.
8.2.x.1.0 Overview

This solution proposes a control plane protocol between the UE and the TWAG for mobility management PDN connections.
This solution supports simultaneous NSWO and PDN connections.
For the user plane, a virtual MAC address or VLAN is used to differentiate multiple connections (including PDN connections and NSWO connection).

UE and network capability is negotiated during EAP-AKA’ procedure to decide whether the Rel-11or the Rel-12 SaMOG procedure is performed.

8.2.x.1.1 User plane
The point-to-point link required to transport traffic for a given PDN connection, or for Non-Seamless WLAN Offload (NSWO) is realized via the TWAN reserving a distinct VLAN ID or virtual MAC address that uniquely (on a per-UE basis) corresponds to an PDN connection or NSWO. 
The link model for VLAN based user plane is described in 8.2.2.1.1.1, and the link model for virtual MAC based user plane is described in 8.2.2.1.1.2.
Editor's Notes: Whether VLAN or Virtual MAC address is chosen is FFS.
8.2.x.1.2 Control plane
A UE-TWAG protocol is used to control (i.e. setup and teardown) the per-PDN point-to-point link. This protocol is denoted as WCS (WLAN Control Signaling) and should be defined by 3GPP. The functions that WCS supports include: Establishment of a per-UE-and-PDN point-to-point link; Tear down of a per-UE-and-PDN point-to-point link; IP address allocation for PDN connections connection. An NSWO connection is established using DHCP or IPv6 stateless autoconfiguration after authentication in the per UE p2p link. 
Reliability of the control protocol depends on the reception of a reply message in response to a request message. If no response is received, re-transmission of the request message can use the DHCP re-transmission timer value. No support for fragmentation is provided and is not necessary for the control protocol.
Three alternatives for the transport of WCS are outlined below.
Editor's Notes: One of these alternatives for protocol transport needs to be chosen.  The selection would depend on the choice of user plane.

8.2.x.1.2.1
Alternative 1: Virtual MAC-based control protocol transport
The frame format of the control plane is as shown in Figure 8.2.x.1.2-1. 
A new Ethertype is used to identify the WCS protocol. If the virtual MAC address is used by TWAG to differentiate the user plane PDN connections, a dedicated virtual MAC address may also be used to differentiate the control plane.

The new Ethertype for WCS needs to be defined in IEEE.

	MAC/LLC
	WCS Ethertype
	Payload(WCS)


Figure 8.2.x.1.2-1 Frame format for PDN for Virtual MAC-based control protocol
A dedicated p2p Link ID (i.e. (Virtual MAC address) allocated by TWAG is used for WCS signalling. The Virtual MAC address is unique per UE.

This MAC address is sent to the UE during EAP-AKA’ authentication as described in clause 8.2.x.1.2.4. In this case, the p2p link ID in clause 8.2.x.1.2.4 is a Virtual MAC address of the TWAG.
ThMAC means virtual Mane stack.,plane message is based upon the format used for the Virtual MAC address based user plane stack.,
8.2.x.2.2.2 Alternative 2: VLAN-based control protocol transport
The frame format of the control plane is as shown in Figure 8.2.x.1.2-2. 
	MAC/LLC
	VLAN 
	New Ethertype
	Payload (WCS)


Figure 8.2.x.1.2-2 Frame format for PDN for L2.5-based control protocol
The VLAN ID is used to differentiate the tunnel between the control plane and the user plane protocol. In the corresponding user plane, the VLAN ID used to distinguish PDN connections.

As in the case of Alternative 1 (clause 8.2.x.2.2.1), a new Ethertype is needed to indicate that payload is WCS.
The dedicated p2p link ID (i.e. VLAN ID) used for control plane signalling on top of per UE p2p link is negotiated during the EAP-AKA’ procedure. Details of provisioning the p2p link ID (i.e. VLAN ID) are described in clause 8.2.x.1.2.4. The TWAG MAC address is also sent to the UE during EAP-AKA’ authentication sequence, along with the VLAN ID. 
8.2.x.1.2.3
Alternative 3: L3-based control protocol transport
In this alternative, the frame format of the control plane message is as shown in Figure 8.2.x.1.2-3.
	MAC/LLC
	UDP/IP
	Payload (WCS)


Figure 8.2.x.1.2-3 Frame format for L3-based control protocol

The payload contains the WCS control protocol message. The UE gets a link-local address or NSWO address before using L3 based control protocol. The IP address of the TWAG is sent to the UE during the EAP-AKA’ procedure in the same as how the TWAG MAC address is delivered in alternative2. 
8.2.x.1.2.4 p2p link ID negotiation in EAP-AKA’ procedure.

This procedure describes the p2p link ID is negotiation during EAP-AKA’. The p2p link ID is used to establish tunnel to transport the control plane protocol (WCS).
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Figure 8.2.x.1.2.4-1 p2p link ID negotiation
Step4-Step5 TWAG sends the p2p link ID via TWAN to the 3GPP AAA.
Step13a,b-14, the p2p link ID is sent in EAP-REQ message to the UE.

The p2p link ID could be the virtual MAC address or VLAN ID provisioned in the TWAN.

8.2.x.1.3 Protocol Stacks

Editor's Notes: Impact on link model due to handover support is FFS. 
8.2.x.2 Procedures

8.2.x.2.1
Initial Attach procedure

8.2.x.2.1.1  Initial Attach in WLAN on S2a – network capability negotiation
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Figure 8.2.x.2.1-1: Initial attachment in WLAN on S2a for roaming and non-roaming scenarios

The procedure is as in TS 23.402 clause 16.2 with the following additions:

· Step 2. As part of this step, the UE shall send an indication to the network as to whether it supports Rel-12 SaMOG. Depending on the capabilities of the network and the indication of the UE, the network informs the UE as part of step 2 whether the Rel-12 SaMOG procedures should be performed.
8.2.x.2.1.2
Initial Attach continuation for GTP based S2a
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Figure 8.2.x.2.1-2: Initial attachment in WLAN on S2a for roaming and non-roaming scenarios

The procedure continues from step 2 in clause 8.2.x.2.1: 
- Step 2, as part of the authentication procedure, the p2p link ID for WCS signalling is negotiated between the UE and the TWAG. There are following alternatives to establish the p2p link for WCS:
· If Alternative 1 (clause 8.2.x.1.2.1) based mechanism is used for WCS, then a (virtual) MAC address of TWAG is send to the UE.

· If Alternative 2 (clause 8.2.x.1.2.2) based mechanism is used for WCS, then the VLAN ID is negotiated between the UE and the TWAG. Also the MAC address of the TWAG should be sent to the UE.

· If Alternative 3 (clause 8.2.x.1.2.3) based mechanism is used for WCS, the TWAG IP address is sent to the UE. 

- Step3.1, The UE will get a link local address or NSWO Address from TWAN using RFC 4861 for IPv6, or RFC 3927 for IPv4.The UE can use this IP address for the transport of the control plane protocol to TWAG. If the UE wants to setup an NSWO connection, the UE sends a DHCP Request (and optionally an IPv6 Router Solicitation Request) in this step.
- Step3.2: If the UE wants to set up a PDN connection, the UE sends a WCS Attach Request to the TWAN. This message includes AttachType, APN, , PDN type, PCO. The Attach Type field indicates initial attach and the APN field indicates the APN that the UE requests. The PDN type field indicates the IP address type the UE request. The PCO field may indicate that the UE wants deferred IP address allocation and if so, the UE will send DHCP/RS after the attach procedures. 

There are two options for user plane p2p link ID. 1) virtual MAC address 2) VLAN ID allocated by the UE

-Step 4-8 refers to step-3 –step7 in clause 16.2.1 of TS 23.402. Additionally, if the PDN GW receives the PCO which indicates deferred IPv4 address allocation, then the PDN GW will not allocate IP address to the UE at this step.

Step 9 the TWAN sends a WCS attach accept message to the UE. If the UE does not indicate an APN in the attach request, the TWAN should send the selected APN to the UE. The IP address(es) is also sent to the UE if the PDN GW has allocated the IP address to the UE (i.e., not deferred address for IPv4). . This response contains a User Plane p2p link ID to be used in further signalling associated with this PDN connection.
If the user plane p2p link is VLAN based, the VLAN ID allocated by the TWAN is included in the p2p link field of the attach accept message. Alternatively, if the user plane p2p link is virtual MAC based, the virtual MAC allocated by the TWAN is included in the p2p link field.
If the UE requests a deferred IPv4 address allocation, the UE may request for an IP address using DHCP after the attach procedure. DHCP signalling is performed over the established p2p link. In IPv6, prefix assignment takes place using RFC 4861 over the established p2p link.
8.2.x.2.1.2
Initial Attach in WLAN on PMIP S2a

Editor’s Notes: The procedure is FFS.

8.2.x.2.2 UE-initiated Connectivity to Additional PDN
This procedure is used when the UE requests additional PDN connections. 
This procedure is also used when the UE requests more PDN connections in the same APN.

The p2p link is established between UE and TWAG per each PDN connection. 

8.2.x.2.2.1 UE-Initiated Connectivity to PDN in WLAN on GTP S2a
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Figure 8.2.x.2.2.1-1: UE initiated connectivity to PDN/NSWO

· Step 1. The UE triggers the establishment of a new per-UE and per-PDN point-to-point link. The UE sends WCS PDN Connectivity Request (APN, PDN Type, Protocol Configuration Options, Request Type). The Request Type indicates "initial request" if the UE requests new additional PDN connectivity over the 3GPP access network for multiple PDN connections, the Request Type indicates "handover" when the UE is performing a handover from 3GPP access and the UE has already established connectivity with the PDN over the 3GPP access.
· Step 2-6. Same as step 3-7 in clause 8.2.x.2.2.1. As part of these steps, the TWAN verifies that the APN requested by the UE is allowed by subscription. Upon handover, the TWAN selects the PDN GW handling this PDN connection; otherwise, the TWAN performs PDN GW selection as described in TS 23.402. Steps 2-6 are executed with the selected PDN GW.

· Step 7. The TWAN replies with WCS PDN connectivity accept to the UE. This response contains a p2p link id to be used in further signalling associated with this PDN connection. 
· If the UE requests deferred IPV4 address allocation, it may negotiate the IPv4 address with DHCPv4 after step7. 
8.2.x.2.2.2 UE-Initiated Connectivity to PDN in WLAN on PMIP S2a

Editor’s Notes: The procedure is FFS.

8.2.x.2.3
Handover procedure in multi-connection scenario from 3GPP access to WLAN on S2a

8.2.x.2.3.1
Handover in multi-connection scenario from 3GPP access to WLAN on GTP S2a
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Figure 8.2.x.3.1-1: Handover from 3GPP access to WLAN 
Step1- Step2, same as in clause 8.2.x.2.1-1
Step3- Refer to Step3.2 of attach procedure in clause 8.2.x.2.1.2. Attach type indicates handover attach. 
If L3 based WCS is used, then the UE should get a link local IP address or NSWO address before step3 as described in step3.1 of attach procedure in clause 8.2.x.2.1.2.

Step4-step8: Since these steps represent handover attach, IP address preservation is handled by the PDN GW.

Step9: same as Step9 of attach procedure in clause 8.2.x.2.1.2.

8.2.x.2.3.1
Handover in multi-connection scenario from 3GPP access to WLAN on PMIP S2a

Editor’s Notes: The procedure is FFS.

8.2.x.2.4
Handover procedure in multi-connection scenario from WLAN on S2a to 3GPP access 

Editor’s Notes: The procedure is FFS.

8.2.x.2.5
Handover procedure from WLAN on S2a to 3GPP access
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Figure 8.2.x.2.5-1: Handover from Trusted WLAN on S2a to 3GPP access for roaming, LBO and non-roaming scenarios

This procedure is as in TS 23.402 clause 8.2.1.1/8.2.1.2 with the following differences:

· Step 1. There is a GTP or PMIP tunnel between TWAN and PGW.
· Step 18. The PDN GW shall initiate resource allocation deactivation procedure in the TWAN as defined in clause 8.2.x.2.9.

8.2.x.2.6
UE/TWAN RequestedPDN disconnection in WLAN on S2a

8.2.x.2.6.1
UE/TWAN requested PDN disconnection in WLAN on GTP S2a

For multiple PDN connections, this disconnection procedure shall be repeated for each PDN connection that needs to be released. 
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Figure 8.2.x.2.6.1-1: UE/TWAN-initiated PDN disconnection procedure with GTP S2a in WLAN

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do not occur. Instead, the PDN GW may employ static configured policies. 
· Step 1. If the PDN disconnection is initiated by the UE, the UE sends a WCS PDN Disconnection Request (p2p link ID) to the TWAG. The p2p link ID identifies a PDN connection uniquely. 
· Step 2. The TWAN releases the PDN connection and sends a Delete Session Request (Linked EPS Bearer ID) message for this PDN connection to the PDN GW. 

· Step 3. The PDN GW informs the 3GPP AAA Server of the PDN disconnection. 

· Step 4. The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [x].

· Step 5. The PDN GW acknowledges with a Delete Session Response (Cause) message.

· Step 6. TWAN sends WCS PDN disconnection response to the UE. 
· Step 7. If the PDN disconnection was initiated by the TWAG, then the UE is informed of the disconnection by means of a WCS PDN Disconnection Request (User Plane Connection ID).
· Step 8. The UE acknowledges the disconnection request received in step 7.
NOTE: Either step 1 and 6, or step 7 and 8, are performed. Step1 and 6 is used for UE initiated disconnection procedure, step7 and 8 is for TWAN initated disconnection procedure.
NOTE: If NSWO disconnection is performed steps from 2 to 5 are skipped.

8.2.x.2.6.2
UE TWAN request ed PDN disconnection in WLAN on PMIP S2a
Editor’s Notes: The procedure is FFS.

8.2.x.2.7
UE initiated Detach in WLAN on S2a

8.2.x.2.7.1
UE initiated Detach in WLAN on GTP S2a
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Figure 8.2.x.2.8.1.1-1: UE -initiated Detach procedure with GTP S2a in WLAN
-  Step1 The UE sends a WCS Detach Request to the TWAN. 

-  Step2 - Step5. Same as step 2-5  Y-Z in clause 8.2.x.2.6.1 The TWAN deleted all the S2a bearers. -  Step6. TWAN send Detach Response to the UE.

For NSWO connection, the release procedure is the same as TS 23.402 clause 16.3.1.1.

8.2.x.2.7.2
UE initiated Detach in WLAN on PMIP S2a
Editor’s Notes: This procedure is FFS.

8.2.x.2.8 HSS/AAA Initiated Detach Procedure in WLAN 
8.2.x.2.8.1  HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a
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-Step-1 HSS/AAA send Detach Request to the TWAN

-Step-2-step5 is same as procedure I 8.2.x.2.8.1.

For NSWO connection, the release procedure is the same as TS 23.402 clause 16.3.1.1.
8.2.x.2.8.2  HSS/AAA Initiated Detach Procedure in WLAN on on PMIP S2a

Editor's Notes: This procedure is still to be added.

8.2.x.2.9
PDN GW initiated Resource Allocation Deactivation

8.2.x.2.9.1
PDN GW initiated Resource Allocation Deactivation in WLAN on GTP S2a
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Figure 8.2.x.2.9.1-1: PDN GW Initiated Bearer Deactivation with GTP on S2a

The step1,-6 is same as step1,2,4,5,6 in Clause 16.4.1 in TS23.402
If all TWAN resources related to a PDN connection are released, then step 7 and 8 of Figure 8.2.x.2.6.1-1: (UE/TWAN-initiated PDN disconnection procedure with GTP S2a in WLAN) are carried out to inform the UE of the PDN connection release.
8.2.x.2.9.2
PDN GW initiated Resource Allocation Deactivation in WLAN on PMIP S2a

Editor's Notes: This procedure is FFS.

8.2.x.3
Impacts on existing nodes or functionality

Editor's Notes: Impacts to UE and network elements within TWAN as well as EPC to support backward compatibility and co-existence with Rel-11 in this subclause.

8.2.x.4
Evaluation

Editor's Notes: The fulfilment to the requirements in Subclause 8.1 as well as simplicity of implementation in the UE should be evaluated.
The following aspects are considered and evaluated for the solution: 

i) Impacts to existing network deployment:
a) There is no additional requirement for WLAN APs compared to Rel-11. 
b) For TWAG, it shall support EAP enhancement for UE and network capability negotiation, and support the new control plane protocol, support p2p link for each PDN connections.
ii) Impacts to UE:

The UE should be capable of supporting enhanced EAP procedures.
It should support the new control plane protocol and user plane p2p link using virtual MAC or VLAN.
iii) Impacts to 3GPP protocols/extensions (e.g. EAP AKA’):

The following protocols are extended:

a) UE network capability negotiation is enhanced for EAP protocol.
b) Defining a new control plane protocol for mobility management (e.g. APN, PDN type, user plane p2p link delivery etc). 
iv) Impacts to protocols defined by other SDOs (e.g. DHCP):

For VLAN based/Virtual MAC based control plane protocol, we need to define a new Ethertype in IEEE.
v) Control plane

a) The latency/load can be affected by the messages in the following procedures:

1)   A new control plane protocol is used for all the PDN connections/ NSWO connection. 

2)   For L3 based control plane protocol, the NSWO connection may also established by DHCP/RS/RA after authentication procedure.

vi) Compliance to clause 8.1 SaMOG phase-2 system requirements:

a) Co-existence with Rel-11 SaMOG 

b) Support for IP address preservation during handover

c) Simultaneous support for S2a EPC-routed and NSWO; support of simultaneous multiple PDN connections  

vii) Other functional limitations:

       There is no other functional limitation.
****** End of Changes ******
3GPP

SA WG2 TD


_1419428670.doc


vPCRF























1. PDN Connectivity Request







7. PDN connectionivity accepted







5. S2a Create Session Response



























TWAN











hPCRF







HSS/



AAA







PDN GW







AAA Proxy











UE







Roaming  Scenarios







3. IP-CAN Session Establishment Procedure















6. GTP Tunnel















4. Update PDN GW Address







2. S2a Create Session Request












_1419433177.doc


4. PCEF-Initiated IP-CAN Session Termination Procedure











7. TWAN specific resource Release Procedure











6. Detach Response







5..Delete Session Response







TWAN







2. Delete Session Request







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios











1. Detach Request







3. Update PDN GW Address












_1419929636.doc

[image: image1]

Steps 7-8 as in clause 8.2.x.2.6.1







TWAN







4. Delete Bearer Response







3. TWAN specific resource Release Procedure











vPCRF











AAA/ HSS







Roaming Scenarios







hPCRF











PDN GW







2. Delete Bearer Request







6. IP-CAN Session Modification







UE







3GPP AAA proxy







1. IP-CAN Session Modification







5. Update PDN GW Address












_1420949232.doc


vPCRF







5. IP-CAN Session Establishment Procedure







3.2 attach request (WCS)







7. Create Session Response







8. GTP Tunnel























Step 1-2 as in clause 8.2.x.2.1











6. Update PDN GW Address















TWAN







4. Create Session Request







hPCRF







HSS/



AAA







PDN GW







AAA Proxy











UE







Roaming  Scenarios























9. attach accept (WCS)







3.1 UE obtains link local IP address
















_1419838922.doc


4. PCEF-Initiated IP-CAN Session Termination Procedure











7. TWAN specific resource Release Procedure











6. Detach Request







5..Delete Session Response







TWAN







2. Delete Session Request







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios











1. Detach Request







3. Update PDN GW Address












_1419431319.doc


vPCRF











Step4-step8 in Figure 8.2.x.2.1.2



















9 attach accept











1. Non-3GPP Specific Procedures























TWAN











hPCRF







HSS/



AAA







PDN GW







AAA Proxy







3. Handover attach







UE







Roaming  Scenarios























2. EAP Authentication







2. Authentication & Authorization























0. GTP/PMIPv6 tunnel































10. 3GPP EPS bearer release







10. 3GPP EPS bearer release







S-GW












_1415530280.doc


15. Modify Bearer Response







12. Modify Bearer Request







8. PCEF-Initiated IP-CAN Session Modification Procedure















Roaming Scenarios







(C)







18. Non-3GPP EPS Bearer Release







18. Non-3GPP EPS Bearer Release







AAA Proxy







vPCRF







(B)







(A)







2. UE discovers 3GPP access system and initiates HO















16. Radio and Access Bearer







16. GTP Tunnel























11. Radio and Access Bearer Establishment







10. Create Session Response (IP Addr)







14. Modify Bearer Response







13. Modify Bearer Request







9. Create Session Response







7. Create Session Request







6. Create Session Request (MN-NAI, PDN GW)







5. Location Update and Subscriber Data Retrieval







4. Access Authentication







4. Access Authentication























3. Attach























1. PMIPv6 or GTP Tunnel















HSS/ AAA







Serving GW







MME







E-UTRAN







Trusted Non-3GPP IP Access/ ePDG







UE







hPCRF







PDN GW







Old MME/�SGSN







17. UE Requested PDN Connectivity












_1417265947.doc


4. PCEF-Initiated IP-CAN Session Termination Procedure







8. PDN Disconnection Response







9. TWAN specific resource Release Procedure











6. PDN Disconnect Response







5..Delete Session Response







TWAN







2. Delete Session Request







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios







7. PDN Disconnection Request







1. PDN Disconnect Request







3. Update PDN GW Address












_1415515195.doc


vPCRF



































1. Non-3GPP Specific Procedures







2. EAP Authentication











2. Authentication & Authorization















TWAN











hPCRF







HSS/



AAA







PDN GW







AAA Proxy











UE







Roaming  Scenarios








































